Chapter 6 Summary and Future Work
6.1 Summary

In this thesis, we try to develop an admission control algorithm jointly considering VPN admission control and the routing assignments of IP and WDM layers. To our best knowledge, this is the first time to consider the design problem of these three layers over WDM networks, which makes the problem more complicated then considering any single layer only. Up to present, we have done some works as following:

· A rigorous mathematical formulation has been built for the design problem, which jointly considers the VPN, IP, and WDM layers.

· We have successfully applied Lagrangean relaxation method to this complicated design problem and optimally solved those decomposed subproblems.

· Heuristics for getting primal feasible solutions have been developed based on Lagrangean results and primitive thoughts simultaneously.

· We have designed some experiments to testify the efficiency and effectiveness of our proposed solution approaches.

6.2 Future Works

The OXCs used in our formulation are assumed to be without the ability of wavelength conversion and all the traffic of different VPN users can be aggregated over the same IP links, which should be encrypted first before transmission to prevent the malicious users, such that this would definitely cause some overhead. However, we can obtain some advantages from this scenario. The most important is to avoid allowing a traffic trunk with 1Gbps to a user who has just 30 Mbps traffic, which can significantly save and fully utilize the network resources in the operators’ point of view. This is some kind of trade off between customers and the operators. In addition, this problem would be different if the OXCs can converse wavelength while necessary because the constraints of the assignments of the WDM layer would become different more or less. As the maturity of wavelength converters comes true, this is another topic we can extend immediately.

Additionally, there exists an easier extension of our primal problem, that is, given an OD pair of IP layer, we just need to construct a lightpath for this OD pair without considering the routing assignments of IP layer, i.e. the traffic of this OD pair is directly switched between the OXCs without any additional routing decision process in the IP layer, which can not only speed up the transmission, but also achieves better security. However, this model has the disadvantage mentioned in the first paragraph, i.e., we might waste the network resources by assigning a traffic trunk with 1 Gbps to a user who just needs 30 Mbps capacity.
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