Chapter 4 Getting Primal Feasible Solutions

4.1 Lagrangean Relaxation Results

By using Lagrangean relaxation and subgradient method to solve large scale optimization problems, we can get useful information from the procedure of solving Lagrangean dual problems, which not only helps us get a theoretical lower bound of our primal problem, but also hints us how to obtain the feasible solutions [1].

The first and most intuitive idea to utilize Lagrangean relaxation results is directly to use the feasible solutions to Lagrangean relaxation problems, which will give us a set of decision variables at each iteration. If the set of decision variables happens to be feasible to our primal problem, i.e. satisfying the relaxed constraints, then a primal feasible solution is found. Otherwise, modifications on such infeasible solutions can be made to obtain primal feasible solutions, for example, drop-and-add heuristics.

In addition, we can also use the multipliers generated during the Lagrangean relaxation process, which has good implications reflecting subtle physical meanings and can lead us to obtain good primal feasible solutions of our primal problem. This technique will also be used in the several following sections.

Due to the complexity of our primal problem and the purpose of simplifying the process of getting primal feasible solutions, we divide the primal problem into three parts: (1) VPN admission control subproblems, (2) IP layer routing subproblems, (3) WDM layer routing subproblems. We’ll derive some heuristics for solving these subproblems in the following sections.

4.2 VPN Admission Control Subproblems
As an admission control problem, we intuitively apply drop-and-add heuristics in this subproblem. The drop and add criteria are allowed to be the same or different, which maybe multipliers also.

Heuristic 4.1:

While applying drop-and-add heuristics, we must decide the priority of each requesting VPN, which are used to determine the drop sequence. Similarly, some add criteria are used to decide the priority to construct the add sequence of the previously dropped VPNs. In our formulation, the set of decision variables zv are used to determine which requesting VPN can be admitted into our physical network. While solving the subproblem 1 of the Lagrangean relaxation dual problem, we decide zv to be 1 if 
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, otherwise 0. So using f(z) as the criteria of dropping or adding is quite intuitively reasonable. We also provide some other criteria for drop-and-add heuristics, which are collected in the following table demonstrating the multiple combinations of the criteria of drop and add:

	Drop by
	Add by

	Traffic(z)
	Traffic(z)

	Traffic(z)
	Revenue(z)

	Traffic(z)
	Ratio(z)

	Revenue(z)
	Traffic(z)

	Revenue(z)
	Revenue(z)

	Revenue(z)
	Ratio(z)

	Ratio(z)
	Traffic(z)

	Ratio(z)
	Revenue(z)

	Ratio(z)
	Ratio(z)

	f(z)
	Traffic(z)

	f(z)
	Traffic(z)


Table 4-1. Criteria of drop-and-add heuristics.

Where 

Traffic(z) = total traffic of VPN z

Revenue(z) = the revenue brought by VPN z

Ratio(z) = Revenue(z) / Traffic(z)

Algorithm 4.1

	Step 1.
	Choose a combination of criteria of drop-and-add heuristics from Table. 4-1.

	Step 2.
	Sort the requesting VPNs by the chosen drop criterion. The ranking rule is as following:

If drop criterion = Traffic(z)

VPN j ranks higher than VPN j’ if Traffic(j) < Traffic(j’)
If drop criterion = Revenue(z)

VPN j ranks higher than VPN j’ if Revenue(j) > Revenue(j’)

If drop criterion = Ratio(z)

VPN j ranks higher than VPN j’ if Ratio(j) > Ratio(j’)
If drop criterion = f(z)

VPN j ranks higher than VPN j’ if f (j) > f (j’).

	Step 3.
	According to the ranks given by Step 2, drop VPN j with the smallest rank one by one until all the constraints of the primal problem are satisfied.

	Step 4.
	Sort the dropped VPNs given in Step 3 by the chosen add criterion. The ranking rule is as following:

If add criterion = Traffic(z)

VPN j ranks higher than VPN j’ if Traffic(j) < Traffic(j’)
If add criterion = Revenue(z)

VPN j ranks higher than VPN j’ if Revenue(j) > Revenue(j’)

If add criterion = Ratio(z)

VPN j ranks higher than VPN j’ if Ratio (j) > Ratio (j’).

	Step 5.
	According to the ranks given by Step 4, add the VPN with largest rank one by one until some constraints of the primal problem are violated.


Heuristic 4.2:

As mentioned before, we decide decision variables zv to be 1 if 
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, otherwise 0. The value 
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 gives us great hint while deciding some specific VPN to be admitted or not. Accordingly, we can only use the value of 
[image: image4.wmf](

)

132

wWv

uavuvw

b

Î

++

å

 to determine the add sequence of requesting VPNs without drop process.

Algorithm 4.2

	Step 1.
	Sort the requesting VPNs by f(z), the ranking rule is: VPN j ranks higher than VPN j’ if f(j) > f(j’).

	Step 2.
	According to the ranks given by Step 1, add the VPN with largest rank one by one until some constraints of the primal problem are violated.


4.3 IP Layer Routing Subproblems

Heuristic 4.3:

The set of decision variables xvp are used to decide the routing of each OD pair of each VPN in the IP layer. Solving each routing problem of one specific OD pair is a typical shortest path problem. We apply Bellman-Ford algorithm in our implementation, which can give us the shortest path with respect to the hop count constraints. There are several options of the arc weights used in the shortest path algorithm. We can just intuitively assign 1 to each arc, which will obtain the minimum hop shortest paths, or other kind of arc weights. For example, the combination of multipliers. While solving the Lagrangean relaxation dual problem, there are some multipliers related with each IP links. For example, u1l and u5l. We can get some implications and avoid using highly loaded IP links as possible as we can by adopting the multipliers as our arc weights.

Algorithm 4.3

	Step 1.
	Given a set of arc weights of each IP link.

	Step 2.
	Run Bellman-Ford algorithm to determine the routing of each path for the OD pairs of each requesting VPN.

	
	


4.4 WDM Layer Routing Subproblems

Heuristic 4.4:

Lightpaths, which are constructed from the WDM layer, are used to provide the capacity of physical transmission to each IP link. Consequently, the order of construction of each lightpath is highly related with the loading of the IP link the lightpath supports. In our implementation, K-shortest path algorithm is adopted to decide the K shortest lightpaths supporting one specific IP link. Similarly, the choices of arc weights can be made to determine the shortest paths. Like the previous section, there’re also some multipliers related with each lambda in a specific WDM link. For example, u4kj. We can take this multipliers as our arc weights, which utilizes the implication from these multipliers, or simply assign the arc weight to be 1 as usual.

Algorithm 4.4

	Step 1.
	Sort the IP links by the traffic on each IP link.

	Step 2.
	Assign the arc weight of each link in the K-shortest path algorithm to be 1.

	Step 3.
	According to the order obtained from Step 1, run K-shortest path algorithm to decide the WDM layer routing of each IP link, and assign the arc weight of the links used by the IP link to be infinite, which can avoid the links to be used again by the following IP links.


Algorithm 4.5

	Step 1.
	Sort the IP links by the traffic on each IP link.

	Step 2.
	Assign the arc weight of each link in the K-shortest path algorithm to be u4kj.

	Step 3.
	According to the order obtained from Step 1, run K-shortest path algorithm to decide the WDM layer routing of each IP link, and assign the arc weight of the links used by the IP link to be infinite, which can avoid the links to be used again by the following IP links.
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