Chapter 2 Problem Formulation 

2.1 Problem Description

In this paper, we want to provide an admission control algorithm for the operators who have their own optical networks. This algorithm is used for the decision making of admitting the maximum number of new VPNs (Virtual Private Network) without influencing the QoS guarantee for the existing VPNs and our objective is to maximize our total revenue.

	Problem assumptions：

1. The architecture of the optical network is viewed as an overlay model.

2. The transmission channels are divided into four levels: IP paths, IP links, lightpaths and fiber links. An IP path connecting a specific O-D pair is composed of more than one IP links. An IP link is a set of lightpaths connecting the same router pair. A lightpath using a specific wavelength employs several fiber links. A fiber link is the physical transmission link.

3. The traffic flow and its QoS requirements of each O-D pair (routers) are deterministic and described in the SLA signed with the ISPs.

4. QoS requirements are satisfied by limiting the end-to-end mean delay, delay jitter and the hop distance in terms of IP links for each O-D pair in the network.

5. The OXCs used in the optical network are lack of the capability of wavelength conversion, which incurs the extra delay for O-E-O conversion.


Table 2-1. Problem Assumptions.

	Given：

1. The optical layer topology.

2. The maximum number of wavelengths per fiber link.
3. The topologies for existing VPNs.
4. The set new VPNs of which each admittance is to be determined.
5. The average traffic of each O-D pair in each VPN.
Objective：

To maximize the total revenue.

Subject to：

1. The QoS constraint guaranteed by limiting the end-to-end mean delay, delay jitter and the maximum hop distance for each O-D pair in the network.

2. The number of lightpaths routing on a fiber link shouldn’t exceed the number of wavelengths of the fiber link.

3. The wavelength continuity constraint for each lightpath.
4. The ratio of lightpath reassignment cost and the total revenue should less than a given value.
To determine：

1. The maximum total revenue.

2. The topologies of the VPNs in the network.

3. The route of each O-D pair of each VPN in the network.


Table 2-2. Problem Description.

2.2 Notations

	Given parameters

	V’
	The set of existing VPNs.

	V’’
	The set of new requesting VPNs.

	V
	The total VPNs, i.e., the union of V’ and V’’.

	K
	The set of WDM links.

	J
	The set of candidate wavelength in WDM network.

	B
	Per wavelength capacity. (e.g. 10Gbps)

	σqk
	1 if lightpath q uses WDM link k; otherwise 0.

	Ql
	Candidate lightpaths to support IP link l.

	L
	The set of all candidate IP links.

	δpl
	1 if directed path p uses link l; otherwise 0.

	Pw
	The set of candidate directed IP paths connecting O-D pair w.

	p’w
	An artificial path for the O-D pair w of the rejected VPNs.

	P’w
	The union of Pw and p’w.

	Wv
	The set of O-D pairs of VPN v.

	av
	The revenue for admitting VPN v.

	rvw
	The mean traffic rate of O-D pair w of VPN v.

	θqk
	0 if WDM link k is on lightpath q and the currently assigned lightpath; otherwise 1.

	Cl
	The capacity of IP link l.

	anj
	Number of add ports for wavelength j in OXC corresponding to router n.

	dnj
	Number of drop ports for wavelength j in OXC corresponding to router n.

	Tn
	The set of candidate outgoing IP links from router n.

	Rn
	The set of candidate input IP links from router n.

	N
	The set of IP routers.

	Fl(gl,Cl)
	The average delay on IP link l, which is a function of fl and Cl.

	Hl(gl,Cl)
	The average delay jitter on IP link l, which is a function of fl and Cl.

	β
	A given value for the ratio of lightpath reassignment cost  and the total revenue.

	kvw
	A given hop distance in terms of IP links for O-D pair w of VPN v.
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	A given packet overdue probability for O-D pair w of VPN v.
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	The probability under the threshold T on link 
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Table 2-3. Notation-Given Parameters.

	Decision Variables

	xvp
	1 if VPN v uses IP path p; otherwise 0.

	yqj
	1 if lightpath q uses wavelength j; otherwise 0.

	zv
	1 if VPN v is admitted; otherwise 0.

	gl
	The estimated aggregation flow on IP link l.

	bvwl
	1 if link l is selected for O-D pair w of VPN v, and 0 otherwise.

	Dvw
	End-to-end mean delay requirement for each O-D pair w in VPN v

	Evw
	End-to-end delay jitter requirement for each O-D pair w in VPN v.


Table 2-4. Notation-Decision Variables.

2.3 Problem Formulation

Objective function：
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Subject to ：
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	zv
	＝
	1 or 0
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	xvp
	＝
	1 or 0
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	bvwl
	＝
	1 or 0
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	Constraint (1)：
	Aggregated flow constraint.

	Constraint (2)：
	To ensure the aggregated flow on each IP link won’t exceed the capacity of the IP link.

	Constraint (3)：
	To ensure all each O-D pairs will have an IP path to transmit traffic.

	Constraint (4)：
	To ensure all each O-D pairs will be admitted or rejected jointly if the VPN is admitted or rejected.

	Constraint (5)：
	The integer property constraint.

	Constraint (6)：
	To ensure the hop distance of each O-D pair is within a given value.

	Constraint (7)：
	To ensure the ratio of the lightpath reassignment cost and the total revenue should less than a given value.

	Constraint (8)：
	To enforce the integer property.

	Constraint (9)：
	To ensure a specific wavelength in a specific WDM link will be used at most one time.

	Constraint (10)：
	To enforce the integer property.

	Constraint (11)：
	To ensure the number of each wavelength used by outgoing IP links of each router must not exceed the number of add ports of the corresponding OXC.

	Constraint (12)：
	To ensure the number of each wavelength used by incoming IP links of each router must not exceed the number of drop ports of the corresponding OXC.

	Constraint (13)：
	To ensure the capacity of each IP link must not exceed the aggregated capacity provided by the lightpaths.

	Constraint (14)：
	To ensure the capacity of all IP links must be a multiple of the capacity of a wavelength.

	Constraint (15)：
	To ensure the end-to-end mean delay of each O-D pair is within a given value.

	Constraint (16)：
	To ensure the end-to-end delay jitter of each O-D pair is within a given value.

	Constraint (17)：
	To ensure every IP link will be used by one IP path at most one time.

	Constraint (18)：
	The integer property constraint.

	Constraint (19)：
	To guarantee the overdue probability caused by a specific set of delay and delay jitter should be restricted within a given value.
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